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Abstract — We propose a Success Rate (SR) estimation model for Correlation Power Analysis (CPA) attack on AES-128 encrypted devices. The SR is a ratio between the number of successful attacks to obtain secret key and the total number of attacks. There are two key features in the proposed model. First, we derive the Second Order Standard Deviation (SOSD) of the processed data to analyze their switching activities during encryption processes, to identify the Least Difficult Sub-Key (LDSK - the easiest revealable sub-key) and Most Difficult Sub-Key (MDSK – the hardest revealable sub-key). Second, we apply the Error Function Model (EFM) by using LDSK and MDSK to estimate the SR with respect to the number of power traces required to reveal the secret key. Our proposed SR estimation model is evaluated based on a Sakura-X encryption board and shows that our proposed SOSD requires only 1,000 processed data to determine the LDSK and MDSK. Based on the EFM of the LDSK and MDSK, it shows that 10% - 94% of SR requires 1,220 – 3,550 power traces respectively to reveal all the 16 sub-keys. We demonstrate the accuracy of our proposed SR estimation model by benchmarking against the two reporting techniques to evaluate 1-byte of key and show that the accuracy of our technique is 96% whereas other reported techniques are only 21% and 49%.
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I. INTRODUCTION

To date, most of the electronic communication devices are connected via internet. Shopping of goods, watching of videos and banking transactions can easily be done online. However, digital information available online is highly vulnerable against cyber-attack. Unauthorized party may intercept the unprotected data and retrieve the confidential information. Hence, effective encryption algorithms are required to protect the data from unauthorized party. Encryption algorithms such as Advanced Encryption Standard (AES), Data Encryption Standard (DES), triple-DES (3-DES), Rivest Shamir Adleman (RSA) and Elliptic Curve Cryptography (ECC) typically encrypt the data (plaintext) into a form of encrypted data (ciphertext) and decrypt it to the original data upon receipt as to protect the data.

A new physical-attack approach which is known as Side Channel Attack (SCA) [1] has been reported to successfully extract the secret key of the encryption algorithm by analyzing the physical parameters such as power dissipation [2], electromagnetic interference [3] and timing [4] of electronic devices. Power analysis is the most common SCA where it analyzes the physical parameters to extract the secret key. Simple Power Analysis (SPA), Differential Power Analysis (DPA) and Correlation Power Analysis (CPA) are three types of SCA power analyses.

AES-128 algorithm, which processes 128-bit key size, requires 10 rounds of operations to encrypt the plaintext into ciphertext. The 10 rounds of operations makes AES-128 highly effective when compared to other encryption algorithms such as DES, 3-DES, RSA and ECC. However, due to the leaking of physical parameters correlate with intermediate data, the AES-128 may still be vulnerable against SCA, particularly against the CPA attack, as depicted in Fig. 1.

In Fig. 1, the power dissipated ($P = V_{DD} \cdot I_{DD}$) during the encryption process, which transforms the plaintext and the secret key into ciphertext through the AES-128 encrypted device, is measured and recorded. The power traces of the power dissipation, and the respective power model of the ciphertext based on the Hamming Distance (HD) are used for the CPA attack to reveal the secret key.

In order to protect devices against CPA attack, two types of countermeasures, Masking and Hiding, have been developed [1]. The basic idea of masking is to randomize the intermediate data values during the execution of encryption algorithm at the algorithm level, while hiding is to break the dependency of the processed intermediate data and their correlated power dissipation [2].

Success Rates (SR) have been used as the figure of merit to evaluate the effectiveness of countermeasure techniques and it is defined as the ratio between the number of successful attacks to obtain the secret key and the total number of attacks. The first reported SR estimation technique which is based on Fisher-transformation [8] to determine the correlation coefficient difference of the two sub-keys. This reported technique assumed that the incorrect sub-keys are completely uncorrelated to the intermediate data and thus may not be accurate in evaluating the countermeasure technique. This assumption may not be practical as the incorrect sub-keys could still
have correlations to the intermediate data. An improvement to this technique based on Cumulative Distribution Function (CDF) was presented in [6]. The idea is to compare the correct and incorrect sub-keys by means of multivariate normal distribution and the result is used to calculate the SR based on the CDF. This SR estimation technique [6] assumed the power dissipation measurement is noise free which may not be practical. Furthermore, even if same value of sub-key is used, the SR is different due to random bit-transitions of the power model [6]. Another method [5] implemented using the Rank Correction model to minimize the search space of the possible correct keys. By means of a small number of power traces, the first half of the sub-keys which have higher correlation coefficient is selected and the second half is discarded. For instance, by means of 100 power traces, the first 128 sub-keys based on their correlation coefficients are selected out of the total of 256 sub-keys. The selected 128 sub-keys are further evaluated with a higher number of power traces to reveal the correct sub-key. However, it is possible that the correct sub-key could be in the discarded pool as it exhibits low correlation coefficient in the early stage of power traces analysis.

In this paper, we propose a Success Rate (SR) estimation model for Correlation Power Analysis (CPA) attack on AES-128 implementation. The proposed technique exploits three key features of the SR. First, we derive the Second Order Standard Deviation (SOSD) of the intermediate data to analytically identify the Least Difficult Sub-Key (LDSK) and Most Difficult Sub-Key (MDSK). Second, our proposed technique can estimate the SR with respect to the number of power traces required to reveal the secret key based on its Error Function Model (EFM). Third, we introduce different noise levels to estimate different SRs, hence establishing a means to evaluate the countermeasure of hiding the power leakage against CPA attack. We demonstrate the accuracy of our proposed SR estimation technique by benchmarking against the reporting techniques to evaluate 1-byte of key and show that the accuracy of our technique is 96% whereas other reported techniques are only 21% and 49%. Furthermore, the accuracy level for the SR of 16 sub-keys is 94% based on measurement result which is not shown in any reported counterpart.

This paper is organized as follows. Section II presents the Correlation Power Analysis (CPA) of the AES-128 implementation. Section III presents the proposed SOSD based SR estimation model of AES-128. Section IV presents the measurement results and finally, conclusions are drawn in Section V.

II. CPA ATTACK ON AES-128 IMPLEMENTATION

CPA is the most prevalent type of power analysis attack against encrypted devices [7] based on the power leakage model. An attacker exploits the correlation between the power dissipated by the device and the intermediate data (power model) generated during the encryption process. In the AES-128 encryption process, there are 10 rounds of operations and at the last round consists of three operations such as S-Box, ShiftRow and AddRoundKey (XOR). As depicted in Fig. 2, the HD of the input (output round 9) and the output (ciphertext) of the last round (round 10) is obtained to generate the power model. The correlation coefficient based on the correlation between the power model and the power traces can then be determined.

The CPA attack is a byte-based power analysis attack. Each byte of key (sub-key) is estimated by means of 256 possible values (1 byte = 8 bits and possibility is \(2^8 = 256\)), hence the correct sub-key is one of the 256 sub-key candidates. The CPA attack is performed by analyzing the correlation coefficient \(r_{i,j,t}\) of two variables, power model \((X_{i,j,m})\) and power traces \((Y_{t,m})\), for \(i = 1, \ldots, 16\) sub-keys, \(j = 1, \ldots, 256\) sub-key candidates, \(t = 1, \ldots, 400\) sampling points, as described in Equation (1) as follows:

\[
r_{i,j,t} = \frac{\sum_{m=1}^{n}(X_{i,j,m}-\bar{X}_{i,j})(Y_{t,m}-\bar{Y}_{t})}{\sqrt{\sum_{m=1}^{n}(X_{i,j,m}-\bar{X}_{i,j})^2} \sqrt{\sum_{m=1}^{n}(Y_{t,m}-\bar{Y}_{t})^2}}
\]

The correct sub-key, \(i\), corresponds to the highest \(r_{i,j,t}\) at particular sub-key candidate, \(j\), and sampling point of power traces, \(t\). For instance, in attacking the first sub-key \((i = 1)\), with 1000 power traces \((n = 1000)\), the highest correlation coefficient \((r_{1,45,t} = 0.9)\) occurs at sampling point \(61\) \((t = 61)\) for sub-key candidate \(45\) \((j = 45)\), thus the correct first sub-key is 45.

It is worthwhile to note in Equation (1) that the sub-key, \(i\), and sub-key candidate, \(j\), from power model, \(X_{i,j,m}\), are independent of the power traces, \(Y_{t,m}\), and the evaluation of \(i\) and \(j\) of \(X_{i,j,m}\) can be done independently of \(Y_{t,m}\) to obtain the LDSK and MDSK. In short, our proposed technique can obtain the LDSK and MDSK analytically, thus without the need of power measurement.

The MDSK can then be used to estimate the required number of power traces to reveal all the 16 sub-keys. The number of power traces which is obtained based on MDSK value will be verified experimentally and the measurement results will be shown in Section IV.

III. PROPOSED SOSD BASED SR ESTIMATION MODEL

The power model can be based on HD or Hamming Weight. The HD is used in our proposed technique as HD power model measure the bit-transitions of two registers (input and output of last round) in FPGA implementation, thus leaking more information and easier to evaluate our proposed technique. The HD power model is the statistical based prediction of power dissipation at the last round of AES-128 implementation. The LDSK and MDSK can then be obtained from the average value (\(\mu\)) and variance of the intermediate data from the HD power model of each sub-key.
There are four steps to determine the LDSK and MDSK. Step 1, the distribution of the bit-transition, HD, of the each sub-key candidate is determined. Step 2, 256 standard deviations of bit-transition for each sub-key are calculated. Step 3, 16 sub-key SOSDs, ($\sigma_1$, $\sigma_2$, ..., $\sigma_{16}$), each based on the distribution of the 256 standard deviations are obtained. Step 4, the minimum and maximum of 16 sub-key SOSDs are obtained as the value of the MDSK and LDSK respectively.

In the Step 1, the 8 possible bit-transitions are measured for each sub-key candidate, since the registered employer is 8-bit basis. The distribution of the bit-transition probability can be used to analytically estimate the power model of the processed intermediate data. For instance, the higher value of the distribution implies that the higher power dissipated during the operation. In the Step 2, the Standard Deviation ($\sigma$) of the bit-transition is determined as to identify the distribution of bit-transition thus, there are 256 standard deviations obtained for one sub-key. In the Step 3, SOSD ($\sigma$) is determined based on 256 standard deviations for each sub-keys, as shown in (3) and hence there are 16 sub-key SOSDs. In the Step 4, LDSK and MDSK are obtained based on 16 sub-key SOSDs, ($\sigma_1$, $\sigma_2$, ..., $\sigma_{16}$) as shown in (4) and (5) respectively.

$$\sigma_{ij} = [\sigma_{i1}, \sigma_{i2}, \ldots, \sigma_{i256}]$$ (2)

Based on the result obtained from (2), the SOSD in (3) is calculated as follows:

$$\bar{\sigma}_i = \frac{1}{n-1} \sum_{n=1}^{j} (\sigma_{ijn} - \bar{\sigma}_{in})^2$$ (3)

The LDSK and MDSK values are determined by using (4) and (5) respectively.

$$\bar{\sigma}_{LDSK} = \text{Max} [\bar{\sigma}_1, \bar{\sigma}_2, \ldots, \bar{\sigma}_{16}]$$ (4)

$$\bar{\sigma}_{MDSK} = \text{Min} [\bar{\sigma}_1, \bar{\sigma}_2, \ldots, \bar{\sigma}_{16}]$$ (5)

The MDSK could be identified from the distribution value of the bit-transition. If 256 sub-key candidates in particular sub-key are relatively close to each other, then every sub-key candidates are competing to be the highest in correlation coefficient value. Therefore, this byte requires more data to determine the correct sub-key of 256 sub-key candidates. The smallest the difference between the standard deviation of the bit-transition value, the more difficult is the attack. Whereas the LDSK is obtained based on the largest difference between the standard deviation of the bit-transition value. The LDSK and MDSK can then be obtained by means of the SOSDs of each sub-key (one byte).

IV. EXPERIMENTAL RESULTS

The experiment is conducted based on the Sakura-X board [3], to measure the power dissipation exclusively for the AES-128 implementation. The values of the 16 sub-keys are selected for the AES-128 algorithm in hexadecimal = (15, AE, A2, 3C, 07, 91, 3D, 3B, 9F, 99, 2E, 95, AE, 50, 59, 88). The results of the calculated SOSD is shown in Table I. The LDSK is the sub-key 9 while the MDSK is the sub-key 14.

The SOSD value of MDSK $\bar{\sigma}_{MDSK}$, which is equal to 2.657, is used for the SR calculation. The mean value, ($\mu_{th}$ = 367.54), is calculated based on the HD value for theoretical SR determination and SNR value of 52.07dB ($\mu_{xx}$ = 401.55) for experimental analysis of power dissipation measurement. Fig. 3 depicts the SR value of sub-key 14 resulting in the range of 2,800 to 3,700 power traces for both data measurement (based on HD power model) and measurement result (based on SNR measurement). The number of power traces for SNR measurement is approximately 1.4% ((3,550-3,500)/3,550 = 0.014), higher than the data measurement for the same SR value due to low noise in the measurement of the power traces.

![Fig. 3: Success Rate vs power traces of sub-key 14, MDSK](image)

The correlation coefficient with respect to the number of power traces is depicted in Figs. 4(a) and 4(b) for the LDSK and MDSK respectively. The sub-key 14 (MDSK) requires a minimum of 3,550 power traces to reveal the correct sub-key as depicted in Fig. 4(b). Based on the SNR measurement in Fig. 3, the SR value at 3,550 power traces is 96% and it is relatively high SR value. This also implies that the required power traces to reveal all the 16 sub-keys is 3550. In Fig. 4(b), the difference of correlation coefficient between correct and wrong key is relatively small. This is due to the SOSD ($\bar{\sigma}_{MDSK} = 2.657$) of sub-byte 14 is low when compared with other sub-keys. The correlation coefficients of the sub-key candidates in sub-key 14 are close to each other and hence difficult to distinguish. Thus,
it requires more power traces to clearly identify the correct sub-key.

![Fig. 4: Correlation vs number of traces (a) LDSK, sub-key 9 (b) MDSK, sub-key 14](image)

The minimum number of power traces to reveal at least one of the 16 sub-keys can be determined by LDSK value. The sub-key 9 which is the highest SOSD of LDSK ($\hat{\delta}_{LDSK} = 6.274$) requires 1,220 power traces to reveal the correct sub-key 9, as depicted in Fig. 4(a). In contrast with sub-key 14, the correlation coefficients of sub-key candidates in sub-key 9 are highly distributed. Hence, the correct sub-key is easily distinguished with a small number of power traces.

The SR value of the 16 sub-keys which is calculated based on the EFM with LDSK and MDSK (e.g., $\mu$, $\hat{\delta}_{LDSK}$ and $\hat{\delta}_{MDSK}$) is depicted in Fig. 5. The number of power traces at SR 10% and 94% is 1,220 and 3,550 respectively.

![Fig. 5: SR for the 16 sub-keys based on CPA attack of AES-128](image)

The comparison of our proposed SR model with the reported techniques is tabulated in TABLE II. Instead of obtaining the 16 sub-keys which needs more computational resources, our proposed SR estimation technique requires only MDSK to estimate the required number of power traces of the full 16 sub-keys. This has significantly improved the accuracy of the estimated number of the power traces on the CPA attack for the 16 sub-keys of AES-128 implementation. It is worthwhile to note that our proposed technique can be applied to estimate the SR of the CPA attack in different noise conditions.

<table>
<thead>
<tr>
<th>SR model</th>
<th>Reported techniques</th>
<th>Proposed SR estimation model</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>[8]</td>
<td></td>
</tr>
<tr>
<td></td>
<td>[9]</td>
<td></td>
</tr>
<tr>
<td></td>
<td>[3]$^*$</td>
<td></td>
</tr>
<tr>
<td>SR for 16 sub-keys</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Power Model (HD)</td>
<td>1-bit</td>
<td>1-bit</td>
</tr>
<tr>
<td>Sub-keys required</td>
<td>16 (all)</td>
<td>16 (all)</td>
</tr>
<tr>
<td>Accuracy</td>
<td>$21.3%$</td>
<td>$96%$</td>
</tr>
</tbody>
</table>

$^*$Fisher-transformation estimation model
$^*$CDF estimation model
$^*$Trial-and error method is employed at different power traces

V. CONCLUSIONS

We have proposed the SR for the 16 sub-keys of AES-128 implementation based on the CPA attack. We have derived the SOSD of the power model to analytically identify the LDSK and MDSK. Based on the MDSK analysis, the minimum number of power traces required to reveal the secret key has been analytically estimated. Our proposed technique can determine the SR with respect to the number of power traces to reveal the full 16 sub-keys and verify it using SNR ratio of the power dissipation measurement based on the EFM. In addition, our proposed technique can estimate the SR with respect to different noise levels to effectively evaluate the Hiding countermeasure against CPA attack. We have demonstrated the accuracy of our proposed SR estimation technique by benchmarking against the reporting techniques to evaluate 1-byte of key (one sub-key) and showed that the accuracy of our technique is 96% whereas other reported techniques are only 21% and 49%. Furthermore, the accuracy level for the SR of 16 sub-keys is 94% based on measurement result which is not shown in any reported counterpart.
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