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Abstract—We consider lattice coding over a Gaussian wiretap channel, where an eavesdropper listens to the transmissions between a transmitter and a legitimate receiver. In [1], a new lattice invariant called the secrecy gain was introduced as a code design criterion for wiretap lattice codes, shown to characterize the confusion that a chosen lattice code can cause at the eavesdropper: the higher the secrecy gain of the lattice, the more confusion. In this paper, a formula for the secrecy gain of unimodular lattices is derived. Secrecy gains of extremal odd unimodular lattices as well as unimodular lattices in dimension 16 are computed and compared. Finally, best wiretap lattice codes coming from unimodular lattices in dimension $n$, $8 \leq n \leq 16$ are classified.

I. INTRODUCTION

The wiretap channel was introduced by Wyner [2] as a discrete memoryless broadcast channel where the sender Alice transmits confidential messages to a legitimate receiver Bob, in the presence of an eavesdropper Eve. Both reliable and confidential communication between Alice and Bob should be ensured at the same time, by exploiting (via coding) the physical difference between the channel to Bob and that to Eve. Many results of information theoretical nature are available in the literature for various classes of channels (see e.g. [3] for a survey) capturing the trade-off between reliability and secrecy and aiming at determining the highest information rate that can be achieved with perfect secrecy, the so-called secrecy capacity. Coding results focusing on constructing concrete codes that can be implemented in a specific channel are much fewer (see [4], [5] for examples of wiretap codes dealing with channels with erasures).

In this paper, we will concentrate on Gaussian wiretap channels, whose secrecy capacity was established in [6]. Examples of existing Gaussian wiretap codes were designed for binary inputs, as in [7]. A different approach was adopted in [1], where lattice codes were proposed, using as design criterion a new lattice invariant called secrecy gain, which was shown to characterize the confusion at the eavesdropper. This suggests the study of the secrecy gain of lattices as a way to understand how to design a good Gaussian wiretap code. Unimodular lattices were shown to be good candidates in [8] and for even unimodular lattices, both secrecy gains for a special class of lattices called extremal lattices were computed and the asymptotic behavior of the average secrecy gain as a function of the dimension $n$ was investigated. These two papers were further developed in [9], where coding examples were detailed and it was shown that as $n$ grows to infinity, all even unimodular lattices behave in the same way, so that optimizing the secrecy gain makes sense in small dimensions.

The work of [8] deals with even unimodular lattices, which only exist in dimension a multiple of 8. We pursue the study of unimodular lattices by considering odd unimodular lattices, which on the contrary exist in every dimension and in great number, giving thus more flexibility in the code design. We will also show an example in dimension 16 where an odd unimodular lattice outperforms even unimodular lattices.

The paper is organized as follows. In Section II, we recall the definition of the secrecy gain and the previous results concerning this lattice invariant. An explicit formula for the secrecy gain of unimodular lattices, which generalizes the one for even case in [9], is derived in Section III. Extremal unimodular lattices are considered and the secrecy gains for the odd case are computed in Section IV. The secrecy gains of the three unimodular lattices in dimension 16, one odd and two even, are computed in Section V and for the first time the secrecy gains of nontrivial odd and even unimodular lattices in the same dimension are compared. Finally, in Section VI, best wiretap lattice codes coming from unimodular lattices in dimension $n$, $8 \leq n \leq 16$ are classified.

II. PREVIOUS RESULTS

Let us start by recalling the definition of a unimodular lattice. The dual $\Lambda^*$ of a lattice $\Lambda$ of dimension $n$ is

$$\Lambda^* = \{x \in \mathbb{R}^n : x \cdot \lambda \in \mathbb{Z}, \lambda \in \Lambda\}.$$  

The lattice $\Lambda$ is called integral if $\Lambda \subset \Lambda^*$, and in particular, unimodular if $\Lambda = \Lambda^*$. Consequently, the (squared) norm $x \cdot x$ of a vector $x$ in an integral lattice, especially in a unimodular lattice $\Lambda$, is an integer. If the norm is an even integer for any vector in $\Lambda$, then $\Lambda$ is called an even unimodular lattice, also called type II lattice. Otherwise, it is called an odd unimodular lattice, also called type I lattice. The volume $\text{vol}(\mathbb{R}^n/\Lambda)$ of a lattice $\Lambda$ is defined to be the volume of the fundamental parallelotope. Then $\Lambda$ is a unimodular lattice if and only if $\Lambda$ is integral and $\text{vol}(\mathbb{R}^n/\Lambda) = 1.$
Unimodular lattices will be used for coding over a Gaussian wiretap channel, which is modeled as follows: Alice wants to send data to Bob on a Gaussian channel whose noise variance is given by \( \sigma_n^2 \). Eve is the eavesdropper trying to intercept data through another Gaussian channel with noise variance \( \sigma_e^2 \), where \( \sigma_e^2 \leq \sigma_n^2 \), in order to have a positive secrecy capacity [6]. Lattice encoding is done via a generic coset coding strategy [1]: let \( \Lambda_c \subset \Lambda_b \) be two nested lattices. The information vector is mapped to a coset in \( \Lambda_b/\Lambda_c \), after which a vector is randomly chosen from the coset as the encoded word. Since Eve’s probability of correct decoding can be seen [1] to depend on \( \sum_{x \in \Lambda_c} e^{-x \cdot x/2\sigma_e^2} \), (1)

the lattice \( \Lambda_c \) can be interpreted as introducing confusion for Eve, while \( \Lambda_b \) is intended to ensure reliability for Bob. This quantity can now be connected to an invariant of the lattice \( \Lambda_c \) called its theta series. In what follows, we set \( q = e^{2i\pi \tau}, \tau \in \mathcal{H} \), where \( \mathcal{H} \) denotes the upper half-plane of complex numbers with strictly positive imaginary part.

**Definition II.1.** The theta series of a lattice \( \Lambda \) is defined by

\[
\Theta_{\Lambda}(\tau) = \sum_{\lambda \in \Lambda} q^{\lambda \cdot \lambda}.
\]

This definition extends naturally to that of a lattice translate.

The theta series of an integral lattice \( \Lambda \) can be written as

\[
\Theta_{\Lambda}(\tau) = \sum_{m=0}^{\infty} A_m q^m.
\]

It is a book keeping device recording the number of vectors \( \lambda \in \Lambda \) with norm \( n \) in the coefficient \( A_n \). Theta series of well known lattices can often be formulated in terms of the following Jacobi theta functions:

\[
\begin{align*}
\vartheta_3(\tau) &= \sum_{n \in \mathbb{Z}} q^{(n+\frac{1}{2})^2}, \\
\vartheta_4(\tau) &= \sum_{n \in \mathbb{Z}} q^{n^2}, \\
\vartheta_2(\tau) &= \sum_{n \in \mathbb{Z}} (-q)^{n^2}.
\end{align*}
\]

Take the one-dimensional lattice \( \mathbb{Z} \) for example. We have

\[
\Theta_{\mathbb{Z}}(\tau) = 1 + 2q + 2q^2 + 2q^3 + \cdots = \vartheta_3(\tau).
\]

The following two equalities can also be deduced immediately from the definition of theta series:

\[
\Theta_{\mathbb{Z}^k}(\tau) = \vartheta_3^k(\tau) \quad \text{and} \quad \Theta_{k\Lambda}(\tau) = \Theta_{\Lambda}(k^2 \tau).
\]

Motivated by (1), the confusion brought by the lattice \( \Lambda_c \) with respect to no coding (namely, use a scaled version of the lattice \( \mathbb{Z}^n \) with the same volume) is measured as follows:

**Definition II.2.** Let \( \Lambda \) be an \( n \)-dimensional lattice of volume \( v^n \). The secrecy function of \( \Lambda \) is given by

\[
\Xi_{\Lambda}(\tau) = \frac{\Theta_{\mathbb{Z}^n}(\tau)}{\Theta_{\Lambda}(\tau)}, \tau \in \mathcal{H}.
\]

The secrecy gain is then the maximal value of the secrecy function and is denoted by \( \chi_{\Lambda} \).

A large class of lattices were shown to have a point of symmetry in their secrecy function (called weak secrecy gain) through the Poisson summation formula, conjectured to achieve the maximal value of the secrecy function [8], [9]. Among them are the unimodular lattices whose secrecy functions have a symmetry point at \( \tau = i \), namely,

\[
\chi_{\Lambda} = \Xi_{\Lambda}(i) = \frac{\vartheta_3^2(i)}{\Theta_{\Lambda}(i)}.
\]

It was a conjecture by Belfiore and Solé [8], proven by A.-M. Ernvall-Hyötönen [10], that for even unimodular lattices, \( \tau = i \) is not only the symmetry point, but also the point achieving the secrecy gain.

To conclude this section, let us recall the definition of a few special functions\(^1\) that will be needed to compute the secrecy gain of odd unimodular lattices in the rest of the paper.

**Definition II.3.** The Eisenstein series \( E_k(q) \) of weight \( k \) with \( k \) even and greater than 2 is defined by

\[
E_k(\tau) = \frac{1}{2\zeta(k)} \sum_{(c,d) \in \mathbb{Z}^2 - \{(0,0)\}} \frac{1}{(ct+d)^k},
\]

where \( \zeta(k) \) is the Riemann zeta function

\[
\zeta(k) = \sum_{d=1}^{\infty} \frac{1}{d^k}.
\]

Many Eisenstein series have a very nice expression in terms of Jacobi theta functions. For example,

\[
E_4(\tau) = \frac{1}{2}(\vartheta_2^8(\tau) + \vartheta_3^8(\tau) + \vartheta_4^8(\tau)).
\]

**Definition II.4.** The discriminant function \( \Delta_8(\tau) \) is defined by

\[
\Delta_8(\tau) = \frac{1}{24}(\vartheta_3^8(\tau) - E_4(\tau))
\]

and has Fourier expansion

\[
\Delta_8(\tau) = q - 8q^2 + 28q^3 - 64q^4 + \ldots
\]

### III. The Secrecy Gain of Unimodular Lattices

We are now ready to give our first result, namely a general formula for the secrecy gain of unimodular lattices, which relies on the following lemma:

**Lemma III.1.** (Hecke)[11] If \( \Lambda \) is a unimodular lattice then

\[
\Theta_{\Lambda}(\tau) \in \mathbb{C}[\vartheta_3(\tau), \Delta_8(\tau)].
\]

From this lemma we have the following decomposition of the theta series of a unimodular lattice \( \Lambda \)

\[
\Theta_{\Lambda}(\tau) = \sum_{r=0}^{\lfloor \frac{1}{2} \rfloor} a_r \vartheta_3^{-8r}(\tau) \Delta_8(\tau), a_r \in \mathbb{Z}.
\]

\(^1\)They are actually modular forms [11], [12], [13].
Consequently, the reciprocal of the secrecy gain of $\Lambda$ is
\[
\frac{1}{\chi_\Lambda} = \frac{\Theta_\Lambda(\tau)}{\vartheta_3(\tau)^n} = \sum_{r=0}^{|\frac{n}{2}|} a_r \vartheta_3^{-a_r}(i) \Delta_r(i)
\]
\[
= \sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{\Delta_r(i)}{\vartheta_3(i)^2} \right)^r \nonumber \\
= \sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{\vartheta_4(i)}{\vartheta_3(i)} - E_4(i) \right)^r \nonumber \\
= \sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{\vartheta_4(i)}{\vartheta_3(i)} - \vartheta_4(i) \right)^r \nonumber \\
= \sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{24 \vartheta_4(i)^2 - \vartheta_4(i)^2 - \vartheta_4(i)^2}{\vartheta_3(i)} \right)^r \nonumber \\
= \sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{23 \vartheta_4(i)^2}{\vartheta_3(i)} \right)^r,
\]
where the first equality follows from (5), the second from (9), the fourth from (7), the fifth from (6) and the sixth from the following two useful equations concerning the Jacobi theta functions at $\tau = i$:
\[
\vartheta_2(i) = \vartheta_4(i) \quad \text{and} \quad \vartheta_3(i) = \sqrt{2} \vartheta_4(i).
\]

To summarize:

**Theorem III.1.** The secrecy gain of a unimodular lattice $\Lambda$ of dimension $n$ can be written as
\[
\chi_\Lambda = \frac{1}{\sum_{r=0}^{\frac{n}{2}} a_r \left( \frac{1}{2\pi} \right)^r},
\]
where the $a_r$’s are the coefficients in (9).

This generalizes the formula for the even case in [9].

**IV. SECRECY GAINS OF EXTREMA1 LATTICEs**

In order to find good Gaussian wiretap lattice codes, we look for unimodular lattices with high secrecy gain. In this section, we start by restricting our search to the class of extremal unimodular lattices.

**Definition IV.1.** Let $\Lambda$ be a lattice of dimension $n$. $\Lambda$ is said to be an extremal lattice if its minimal norm is $\left[ \frac{n}{2} \right] + 1.2$

By definition, an extremal unimodular lattice $\Lambda$ of dimension $n$ contains no vector of norm 1, 2, $\ldots$, $\left[ \frac{n}{2} \right]$, thus the coefficients of $q, q^2, \ldots, q^{\left[ \frac{n}{2} \right]}$ in the theta series given in (2) are all 0’s. But by expanding (9), we can form another formal sum with coefficients represented as linear combinations of $a_r$’s. By comparing the first $\left[ \frac{n}{2} \right] + 1$ terms of the two formal sums, we have a system of $\left[ \frac{n}{2} \right]$ linear equations in $\left[ \frac{n}{2} \right]$ unknowns $a_1, a_2, \ldots, a_{\left[ \frac{n}{2} \right]}$ ($a_0$ is obviously 1), from which a unique solution can be found. In this way, the secrecy gain of each extremal unimodular lattice can be computed.

The secrecy gain of the extremal lattice Gosset Lattice $E_8$ was computed in [8], [9]. We will compute it again here, as an example, solving the linear equations associated with extremal lattices. The theta series of $E_8$ looks like
\[
\Theta_{E_8}(\tau) = 1 + 0q + A_2q^2 + \ldots, A_2 \neq 0.
\]

\textsuperscript{2}The definition of extremal has changed. Here we use the earlier version.

**TABLE I**

<table>
<thead>
<tr>
<th>dim</th>
<th>lattices</th>
<th>theta series</th>
<th>secrecy gain</th>
</tr>
</thead>
<tbody>
<tr>
<td>12</td>
<td>$D_{12}^+$</td>
<td>$\vartheta_1^2 - 24\vartheta_4^3 \Delta_8$</td>
<td>$\frac{8}{16}$</td>
</tr>
<tr>
<td>14</td>
<td>$E_7^+$</td>
<td>$\vartheta_1^4 - 28\vartheta_4^6 \Delta_8$</td>
<td>$\frac{16}{9}$</td>
</tr>
<tr>
<td>15</td>
<td>$A_{15}^+$</td>
<td>$\vartheta_1^5 - 30\vartheta_4^7 \Delta_8$</td>
<td>$\frac{24}{25}$</td>
</tr>
<tr>
<td>23</td>
<td>$O_{23}$</td>
<td>$\vartheta_1^3 - 46\vartheta_4^{15} \Delta_8$</td>
<td>$\frac{12}{65}$</td>
</tr>
</tbody>
</table>

By (9), (3) and (8)
\[
\Theta_{E_8}(\tau) = \vartheta_3^6(\tau) + a_1 \Delta_8(\tau)
\]
\[
= (1 + 2q + \ldots) + a_1 (q + \ldots)
\]
\[
= (1 + 16q + \ldots) + a_1 (q + \ldots)
\]
\[
= 1 + (16 + a_1)q + \ldots
\]

We now have one linear equation in one unknown $a_1$
\[
16 + a_1 = 0,
\]
which gives $a_1 = -16$, yielding the secrecy gain
\[
\chi_{E_8} = \frac{1}{1 - 16 \times \frac{1}{2\pi}} = \frac{4}{3}.
\]

Let us compute one more example of extremal lattice, the Shorter Leech Lattice $O_{23}$. The theta series of $O_{23}$ looks like
\[
\Theta_{O_{23}}(\tau) = 1 + 0q + 0q^2 + A_3q^3 + \ldots, A_3 \neq 0.
\]

By (9), (3) and (8)
\[
\Theta_{O_{23}}(\tau) = \vartheta_3^3(\tau) + a_1 \vartheta_3^{15}(\tau) \Delta_8(\tau) + a_2 \vartheta_3^2(\tau) \Delta_8^2(\tau)
\]
\[
= (1 + 2q + \ldots)^3 + a_1 (1 + 2q + \ldots)^{15}(q - 8q^2 + \ldots)
\]
\[
+ a_2 (1 + 2q + \ldots)^2(q - 8q^2 + \ldots) + a_3 (q + 22q^2 + \ldots)
\]
\[
= 1 + (46 + a_1)q + (1012 + 22a_1 + a_2)q^2 + \ldots
\]

This time, we have two linear equations in $a_1$ and $a_2$
\[
\begin{cases}
  46 + a_1 = 0 \\
  1012 + 22a_1 + a_2 = 0
\end{cases}
\]
which gives $a_1 = -46$ and $a_2 = 0$, yielding
\[
\chi_{O_{23}} = \frac{1}{1 - 46 \times \frac{1}{2\pi}} = \frac{32}{9}.
\]

By applying this method, we have computed the secrecy gain for each extremal odd unimodular lattice in dimension $\geq 10$ (see [11] for a classification), as shown in Table I. A similar table for the even case can be found in [8], [9].

**V. SECRECY GAINS OF UNIMODULAR LATTICES IN DIMENSION 16**

There are three unimodular lattices in dimension 16, two even lattices $D_{16}^+$, $E_8$ and one odd lattice $D_{16}^{2+}$. We can use (9) again to compute the secrecy gains. Take $D_{16}^{2+}$ for example. It is a root lattice, which means it does not contain vector of norm 1. So $A_1 = 0$. Its kissing number is 224, which means

\textsuperscript{3}a_4^{2+} is used to emphasize the existence of glue vectors.
that the first nonzero coefficient $A_2 = 224$. So the theta series of $D^{2+}_8$ looks like

$$\Theta_{D^{2+}_8}(\tau) = 1 + 0q + 224q^2 + A_3q^3 + \ldots. \quad (14)$$

On the other hand, we have by (9)

$$\Theta_{D^{2+}_8}(\tau) = \vartheta_3(\tau) + A_1\vartheta_8(\tau)\Delta_8(\tau) + A_2\Delta_8^2(\tau). \quad (15)$$

Linear equations in $a_1$ and $a_2$ can be derived by comparing (14) and (15). And the solution is $a_1 = -32$ and $a_2 = 0$ yielding the secrecy gain

$$\chi_{D^{2+}_8} = \frac{1}{1 - 32\times \frac{1}{2^2}} = 2. \quad (16)$$

But we want to introduce another way of computing secrecy gain. When lattice codes are obtained from error correction codes via the so-called Construction A, their secrecy gain can be computed thanks to the weight enumerator of the code considered.

Let $\rho : \mathbb{Z}^n \to \mathbb{F}_2^n$ be the map of component-wise reduction modulo 2 defined on $\mathbb{Z}^n$. Let $C$ be a binary $[n,k,d]$ code. Then $\rho^{-1}(C)$ is a free Abelian group of rank $n$ and hence is a lattice in $\mathbb{R}^n$.

**Definition VI.1.** The lattice $\Gamma_C$ generated by $C$ is defined by

$$\Gamma_C := \frac{1}{\sqrt{2}}\rho^{-1}(C).$$

There is a connection between the theta series of $\Gamma_C$ and the weight enumerator of $C$, which we can exploit to compute the theta series of a lattice.

**Theorem VI.1.** [11] Let $C$ be a linear binary code with weight enumerator $W_C(x,y)$. Then the theta series of $\Gamma_C$ is given by

$$\Theta_{\Gamma_C}(\tau) = W_C(\vartheta_3(2\tau), \vartheta_2(2\tau)). \quad (17)$$

Let us begin with a trivial example. The lattice $\frac{1}{\sqrt{2}}\mathbb{Z}^n$ is generated by the universal code $C$ with weight enumerator $W_C(x,y) = (x+y)^n$. By (17) we have

$$\Theta_{\frac{1}{\sqrt{2}}\mathbb{Z}^n}(\tau) = (\vartheta_3(2\tau) + \vartheta_2(2\tau))^n,$$

from which we further deduce through (3) and (4) that

$$\vartheta_3\left(\frac{1}{2}\tau\right) = (\vartheta_3(2\tau) + \vartheta_2(2\tau))^n \quad (18)$$

and

$$\vartheta_2\left(\frac{1}{2}\tau\right) = (\vartheta_3(2\tau) - \vartheta_2(2\tau))^n. \quad (19)$$

The Checkerboard Lattice $D_n$ can be constructed from the $[n,n-1,2]$ even-weight code $C$ by taking $D_n = \rho^{-1}(C)$, which is a scaled version of $\Gamma_C$, namely, $D_n = \sqrt{2}\Gamma_C$. The weight enumerator of $C$ is

$$W_C(x,y) = \frac{1}{2}((x+y)^n + (x-y)^n).$$

By (4), (17), (18) and (19), we get

$$\Theta_{D_n}(\tau) = \frac{1}{2}(\vartheta_3(\tau) + \vartheta_2(\tau)). \quad (20)$$

The lattice $D_n^+$ with $n$ even is defined by

$$D_n^+ = D_n \cup \left\{ \left(\frac{1}{2}, \ldots, \frac{1}{2}\right) + D_n \right\}.$$

It can be shown that the translate $(\frac{1}{2}, \ldots, \frac{1}{2}) + D_n$ has theta series $\frac{1}{2}\vartheta_3^2(\tau)$. By (20) we have

$$\Theta_{D^+_n}(\tau) = \frac{1}{2}\vartheta_3^2(\tau) + \vartheta_3^2(\tau) + \vartheta_2^2(\tau). \quad (21)$$

The secrecy gain of $D^+_n$ can be computed from the theta series of $D^+_n$:

$$\chi_{D^+_n} = \frac{\vartheta_3^2(i)}{\vartheta_3^2(i)\Theta_A(i)} = \frac{\vartheta_3^{k-i}(i)}{\Theta_A(i)} = \chi_A.$$

where the first equality follows from (5), the second from (21) and the third from (10).

Finally, the secrecy gain of $E^2_8$ follows from (12):

$$\chi_{E^2_8} = \chi_{E^2_8} = \frac{16}{9}.$$

Now that we have computed the secrecy gain of both odd and even unimodular lattices in dimension 16, we can for the first time compare the performance of odd and even unimodular lattices in the same dimension. It is somewhat surprising and thus promising to remark that the secrecy gain of $D^{2+}_8$ is greater than that of $D^+_16$ and $E^2_8$.

**VI. ENUMERATION OF UNIMODULAR LATTICES IN DIMENSION $n$, $8 \leq n \leq 16$**

As mentioned in Section II, the secrecy gain of a lattice $\Lambda$ characterizes the amount of the confusion at Eve that is gained by using this lattice $\Lambda$ as $\Lambda_e$ in the Gaussian wiretap code $\Lambda_e \subset \Lambda_b$. We naturally wish to use lattices with large secrecy gain. In this section, we classify the best unimodular lattice wiretap codes in dimension $n$, $8 \leq n \leq 16$.

To start with, Table II provides a list of all unimodular lattices of dimension $n$, $8 \leq n \leq 16$. It suffices to compute the secrecy gains of the underlined lattices, since “adding” $\mathbb{Z}^k$ to a lattice does not change its secrecy gain. More precisely:

$$\chi_{\mathbb{Z}^k + \Lambda} = \frac{\vartheta_3^2(i)}{\vartheta_3^2(i)\Theta_A(i)} = \frac{\vartheta_3^{k-i}(i)}{\Theta_A(i)} = \chi_\Lambda.$$

The underlined lattices happen to be extremal unimodular lattices except for those in dimension 16, whose secrecy gains are computed in Section V.

Now that we have established the secrecy gain of all the unimodular lattices in dimension smaller than 16, we need to be able to use these lattices (in particular those with the highest secrecy gain) to provide lattice codes. To do so, lattice encoding should be performed, which can be handled via Construction A, assuming that we can associate to the chosen lattice a suitable error correction code. To help identify which, if any, error correction code corresponds to a given lattice, we use the following known result:
Theorem VI.1. [13] Let C be a binary linear code and \( \Gamma_C \) be the lattice generated by C. Then
1. \( C \subset C^\perp \) if and only if \( \Gamma_C \) is an integral lattice;
2. \( C \) is doubly even if and only if \( \Gamma_C \) is an even lattice; and
3. \( C \) is self-dual if and only if \( \Gamma_C \) is unimodular.

A self-dual code is always an even code. It is called a type II code if it is doubly even and type I otherwise. By Theorem VI.1, \( C \) is a type I (respectively type II) code if and only if \( \Gamma_C \) is a type I (respectively type II) lattice. Table III\(^4\) gives a list of all binary self-dual codes of length \( n \), \( 8 \leq n \leq 16 \).

To summarize what has been computed and reasoned so far, we combine Table I, II, III and other results to give a classification of the best unimodular lattice Gaussian wiretap codes in dimension \( n \), \( 8 \leq n \leq 16 \) as shown in Table IV.

VII. Conclusion and Future Work

A recent line of work on lattice codes for Gaussian wiretap channels introduced a new lattice invariant called secrecy gain as a code design criterion which captures the confusion that lattice coding can introduce at an eavesdropper. So far, only the secrecy gain of even unimodular lattices was studied. In this paper, we pursued the study of unimodular lattices by investigating the case of odd unimodular lattices, which exist in greater number and, unlike even lattices, in any dimension. We provided a general formula for the secrecy gain of unimodular lattices in general. We then computed the secrecy gain for odd unimodular lattices, both extremal, and in small dimensions. As a result, we gave a classification of the best unimodular lattice wiretap codes in small dimensions.

\(^4\) [16, 8, 4]\\(^†\), [16, 8, 4]\\(^‡\) are two distinct type II codes with the same weight distribution.

The encoding/labeling of the proposed wiretap codes, taking into account both channel parameters and power constraint are being naturally elaborated.

Future work on unimodular wiretap lattice codes concerns the asymptotic behavior of odd unimodular lattices. More generally, it is of interest to generalize the existing work on unimodular lattices to other classes of lattices.
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